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Cisco 210-260 IINS: Implementing Cisco Network Security

Module 1: Network Review

Course Introduction
Network Review Part 1
Network Review Part 2
Network Review Part 3
Network Review Part 4

Module 2: Terminology And Fundamentals

Terminology And Fundamentals Part 1
Terminology And Fundamentals Part 2
Terminology And Fundamentals Part 3
Terminology And Fundamentals Part 4
Terminology And Fundamentals Part 5
Terminology And Fundamentals Part 6
Terminology And Fundamentals Part 7

Module 3: PKI And Cryptography

Pki And Cryptography Part 1
Pki And Cryptography Part 2

Module 4: AAA

AAA Part 1
AAA Part 2
AAA Part 3

Module 5: Bring Your Own Device

Bring Your Own Device Part 1
Bring Your Own Device Part 2
Bring Your Own Device Part 3

Module 6: Secure Access

Secure Access Part 1
Secure Access Part 2
Secure Access Part 3
Secure Access Demo



Module 7: VPNs

VPN Concepts Part 1
VPN Concepts Part 2
Remote Access VPNs Part 1
Remote Access VPNs Part 2
Site To Site VPNs

Module 8: Secure Routing And Switching

Secure Routing And Switching Part 1
Secure Routing And Switching Part 2
Secure Routing And Switching Demo 1
Secure Routing And Switching Demo 2
Layer2 Attacks Part 1
Layer2 Attacks Part 2
Layer2 Attacks Part 3
Mitigation Part 1
Mitigation Part 2

Module 9: Firewalls

Firewall Technologies Part 1
Firewall Technologies Part 2
Implementing Nat Part 1
Implementing Nat Part 2
Zone Based Firewall
Firewall Features On The ASA Part 1
Firewall Features On The ASA Part 2
Firewall Features On The ASA Part 3

Module 10: Intrusion Protection System (IPS)

Intrusion Protection System Part 1
Intrusion Protection System Part 2

Module 11: Content And Endpoint Security

Content And Endpoint Security Part 1
Content And Endpoint Security Part 2
Course Conclusion


